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NEW QUESTION 1
Which of the following Windows Event Id will help you monitors file sharing across the network?

A. 7045
B. 4625
C. 5140
D. 4624

Answer: C

NEW QUESTION 2
Properly applied cyber threat intelligence to the SOC team help them in discovering TTPs. What does these TTPs refer to?

A. Tactics, Techniques, and Procedures
B. Tactics, Threats, and Procedures

C. Targets, Threats, and Process

D. Tactics, Targets, and Process

Answer: A

NEW QUESTION 3
Which of the following process refers to the discarding of the packets at the routing level without informing the source that the data did not reach its intended
recipient?

A. Load Balancing

B. Rate Limiting

C. Black Hole Filtering
D. Drop Requests

Answer: C

NEW QUESTION 4

An organization wants to implement a SIEM deployment architecture. However, they have the capability to do only log collection and the rest of the SIEM functions
must be managed by an MSSP.

Which SIEM deployment architecture will the organization adopt?

A. Cloud, MSSP Managed

B. Self-hosted, Jointly Managed
C. Self-hosted, MSSP Managed
D. Self-hosted, Self-Managed

Answer: C

NEW QUESTION 5
Which of the following technique involves scanning the headers of IP packets leaving a network to make sure that the unauthorized or malicious traffic never
leaves the internal network?

A. Egress Filtering
B. Throttling

C. Rate Limiting
D. Ingress Filtering

Answer: A

NEW QUESTION 6

Which of the following event detection techniques uses User and Entity Behavior Analytics (UEBA)?
A. Rule-based detection

B. Heuristic-based detection

C. Anomaly-based detection

D. Signature-based detection

Answer: C

NEW QUESTION 7

Which of the following can help you eliminate the burden of investigating false positives?
A. Keeping default rules

B. Not trusting the security devices

C. Treating every alert as high level

D. Ingesting the context data

Answer: A
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NEW QUESTION 8
Which of the following attack can be eradicated by using a safe API to avoid the use of the interpreter entirely?

A. Command Injection Attacks
B. SQL Injection Attacks

C. File Injection Attacks

D. LDAP Injection Attacks

Answer: B

NEW QUESTION 9

Ray is a SOC analyst in a company named Queens Tech. One Day, Queens Tech is affected by a DoS/DDoS attack. For the containment of this incident, Ray and
his team are trying to provide additional bandwidth to the network devices and increasing the capacity of the servers.

What is Ray and his team doing?

A. Blocking the Attacks

B. Diverting the Traffic

C. Degrading the services
D. Absorbing the Attack

Answer: D

NEW QUESTION 10
According to the forensics investigation process, what is the next step carried out right after collecting the evidence?

A. Create a Chain of Custody Document
B. Send it to the nearby police station

C. Set a Forensic lab

D. Call Organizational Disciplinary Team

Answer: A

NEW QUESTION 11
Identify the attack, where an attacker tries to discover all the possible information about a target network before launching a further attack.

A. DoS Attack

B. Man-In-Middle Attack
C. Ransomware Attack

D. Reconnaissance Attack

Answer: D

NEW QUESTION 12

Which of the following threat intelligence is used by a SIEM for supplying the analysts with context and "situational awareness" by using threat actor TTPs,
malware campaigns, tools used by threat actors.

* 1. Strategic threat intelligence

* 2.Tactical threat intelligence

* 3.0perational threat intelligence

* 4. Technical threat intelligence

A.2and 3
B.1and 3
C.3and 4
D.1and?2
Answer: A

NEW QUESTION 13
An organization is implementing and deploying the SIEM with following capabilities.
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What kind of SIEM deployment architecture the organization is planning to implement?

A. Cloud, MSSP Managed

B. Self-hosted, Jointly Managed
C. Self-hosted, Self-Managed
D. Self-hosted, MSSP Managed

Answer: A

NEW QUESTION 14
Which of the following tool can be used to filter web requests associated with the SQL Injection attack?

A. Nmap

B. UrlScan
C. ZAP proxy
D. Hydra

Answer: B

NEW QUESTION 15

Jane, a security analyst, while analyzing IDS logs, detected an event matching Regex /((\%3C)|<)((\%69)[i|(\%
49))((\%6D)|m|(\%4D))((\%67)|g|(\%47))[Mn]+((\%3E)|>)/|.

What does this event log indicate?

A. Directory Traversal Attack

B. Parameter Tampering Attack
C. XSS Attack

D. SQL Injection Attack

Answer: C

NEW QUESTION 16
Which of the following tool is used to recover from web application incident?

A. CrowdStrike FalconTM Orchestrator
B. Symantec Secure Web Gateway

C. Smoothwall SWG

D. Proxy Workbench

Answer: B

NEW QUESTION 17
According to the Risk Matrix table, what will be the risk level when the probability of an attack is very high, and the impact of that attack is major?
NOTE: It is mandatory to answer the question before proceeding to the next one.

A. High
B. Extreme
C. Low
D. Medium

Answer: A

NEW QUESTION 18
In which phase of Lockheed Martin's — Cyber Kill Chain Methodology, adversary creates a deliverable malicious payload using an exploit and a backdoor?
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A. Reconnaissance
B. Delivery

C. Weaponization
D. Exploitation

Answer: B

NEW QUESTION 19
In which log collection mechanism, the system or application sends log records either on the local disk or over the network.

A. rule-based

B. pull-based

C. push-based

D. signature-based

Answer: A

NEW QUESTION 20

Emmanuel is working as a SOC analyst in a company named Tobey Tech. The manager of Tobey Tech recently recruited an Incident Response Team (IRT) for
his company. In the process of collaboration with the IRT, Emmanuel just escalated an incident to the IRT.

What is the first step that the IRT will do to the incident escalated by Emmanuel?

A. Incident Analysis and Validation
B. Incident Recording

C. Incident Classification

D. Incident Prioritization

Answer: C

NEW QUESTION 21
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